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1. Introduction  

Modern society's almost every facet is now reliant on advanced information technology (IT). 
Healthcare is one industry that makes extensive use of IT, with hospitals acting as the primary 
community healthcare providers [1], [2]. The way healthcare services are provided has changed 
significantly as a result of the adoption of information technology, particularly through the use of 
hospital management information systems (HMIS) [3], [4]. Effective information system management 
is essential to achieving this [5], [6]. Every hospital is required by Republic of Indonesia Law Article 
52 Paragraph 1 to record and report all hospital management activities using an HMIS [7]–[9]. The 
Saraswati Dental and Oral Hospital in Denpasar is one location where HMIS has been successfully 
implemented. This hospital offers convenient and effective healthcare services by making effective 
use of information technology. The HMIS at Saraswati Dental and Oral Hospital has a number of 
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 A hospital's operations, such as patient registration, medical management, 
financial management, and upgrading the services offered in the hospital, are 
managed and organized using an application system called a hospital 
management information system (HMIS). Because the lack of evaluation in the 
usage of HMIS has led to insufficient security in the HMIS, this research focuses 
on Saraswati Dental and Oral Hospital as the research site. Due to lax security 
measures, confidential data is readily accessible. The prevalence of duplicate 
data entry is an issue, and the success of HMIS performance implementation is 
still unknown. The COBIT 5 framework has been used to administer the HMIS 
at Saraswati Dental and Oral Hospital using the MEA (Monitor, Evaluate, 
Assess) and BAI (Build, Acquire, Implement) domains in response to these 
problems. This decision was made with the intention of aligning the application 
with the necessary features, monitoring system security, evaluating, and 
assessing the domain's alignment with the hospital's strategy in order to 
ascertain whether the current system still achieves the intended goals and 
maintains the controls required to satisfy the requirements. This study makes 
use of questionnaire, observation, and interview techniques. The capacity levels 
used in the COBIT 5 study were taken from ISO/IEC 15504-2-2003, and they 
were combined using straightforward mathematical calculations in accordance 
with the rules for computing capability values. Weaknesses or flaws in the 
security system that need to be fixed can be found by analyzing the capability 
levels in the MEA and BAI domains. The study's findings include suggestions for 
increasing the security system, which will enhance Saraswati Dental and Oral 
Hospital's HMIS performance and give users and patients with more beneficial 
outcomes.  
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capabilities, including staff management, patient registration, pharmacy billing integration, inpatient 
and outpatient treatment, medical records, and patient billing. 

HMIS use is not always seamless, despite multiple IT implementations. For HMIS, a lack of 
system security and service evaluation has resulted in a number of concerns, including login security 
issues, duplicate data entry, and inadequate error handling. Although open-SourceHMIS applications 
have been made available by the Ministry of Health, they fall short of Saraswati Dental and Oral 
Hospital's standards. To ensure that HMIS operates successfully in accordance with the needs of the 
hospital, researchers are looking for the best option. They've selected the COBIT 5 framework, a tried-
and-true set of best practices for IT management and governance [10], [11]. In order to find flaws in 
the HMIS security system, researchers are concentrating on the MEA (Monitoring, Evaluate, and 
Assess) and BAI (Build, Acquire, and Implement) domains [12]–[14]. The aim is to prevent 
unauthorized users from accessing or abusing sensitive data, such as patient, employee, and HR data. 

Security is a key component of HMIS, particularly in protecting the private information of 
Saraswati Dental and Oral Hospital, which must not be made available to unauthorized parties. 
Sensitive data security can be anticipated with the help of a framework that can map future security-
related incidents using information [15], [16]. A methodology called COBIT 5 has been used by 
numerous industries to improve IT governance [17], [18]. The COBIT 5 framework includes a number 
of IT management best practices, and earlier studies have used it to assess healthcare information 
systems. The use of this framework and the context of evaluating HMIS led researchers to choose 
COBIT 5 as their primary reference. This study will significantly improve the administration of 
healthcare information systems, especially in terms of data security and enhanced community 
services. 

The domains MEA01, MEA02, BAI01, BAI02, and BAI03 were selected by the researchers 
because, within the COBIT 5 framework, they provide tools for identifying flaws and defects in the 
HMIS at Saraswati Dental and Oral Hospital. MEA01 includes tracking and assessing the HMIS's 
effectiveness and the degree to which the system achieves its goals. MEA02 entails determining 
whether the internal controls in place are sufficient to safeguard sensitive information, deal with errors, 
and thwart unauthorized access. Finding project management flaws including delays and budget 
overruns is covered in BAI01. The purpose of BAI03 is to determine whether the system architecture 
supports the best possible integration with other systems and is in alignment with the requirements of 
Saraswati Dental and Oral Hospital. BAI06 aids in determining whether HMIS changes, including 
handling of emergency changes and routine maintenance, are properly managed [14], [19]. 

2. Method 

The researchers used a case-only study design and a quantitative research method with a 
descriptive approach. The data processing comprising numerical replies from the questionnaire to 
evaluate the alignment of Saraswati Dental and Oral Hospital's strategic objectives with business goals 
in accordance with COBIT 5 [3] is a good example of the quantitative part of this research. The 
descriptive technique in this study tries to describe or explain existing phenomena using numerical 
data. In this example, the maturity level of the COBIT-5-based HMIS IT processes is described using 
a current-state and target-state analysis [19], [20]. 

2.1. Research Flow 

At Saraswati Dental and Oral Hospital, the researchers gathered data through interviews, 
questionnaires, observations, and documentation to support their research. Fig. 1 below shows the 
research flowchart. 

• First Review Of The Literature 

The first step in this research process entails performing a literature review to find information 
on the COBIT 5 framework and to pinpoint pertinent problems associated with the study's 
subject. The sources of information are books, scholarly publications, journals, and the internet 
[21]. 

• Initial Study 
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The second step entails a preliminary investigation that includes watching and closely 
investigating the environment that serves as the study's subject [21]. 

 
Fig. 1. Research Flow 

2.2. Data Gathering Methods 

The following techniques are used by the researcher to gather data at this stage : 

• Both organized and unstructured interviews were undertaken by the researcher. We utilized 
structured interviews to evaluate how well the company's goals and the IT goals lined up. 
Unstructured interviews, on the other hand, took a more free-form approach without formal 
interview standards. The researcher talked about general HMIS strategies including system usage 
and security. An overview of the interview questions is provided below, as per Table 1 of the 
interview rules [21]. 

Table.1 Interview Rules 

No Question 

Interview with the Saraswati Dental and Oral Hospital's Director 
1 The following describes the Saraswati Dental and Oral Hospital's organizational structure? 

2 Who would be in charge of managing the Saraswati Dental and Oral Hospital's system? 
3 Which department's employees are in charge of running the HMIS at Saraswati Dental and Oral Hospital? 
4 Which department's employees are in charge of running the HMIS at Saraswati Dental and Oral Hospital? 
5 Do these systems all have distinct purposes? 
6 What does the procedure look like at Saraswati Dental and Oral Hospital? 
7 Was there a lot of use and security issues with the prior system in use? 
8 According to the director, what kind of system is required by Saraswati Dental and Oral Hospital? 

Interviews with medical professionals, nurses, administrators, cashiers, and IT staff 
1 What does the procedure look like at Saraswati Dental and Oral Hospital? 
2 Did the formerly used system encounter numerous difficulties with regard to system usage and security? 
3 What kind of system, in your opinion, is required by Saraswati Dental and Oral Hospital? 
4 Is the system in use right now operating efficiently? 
5 What are the projections for the system's growth at Saraswati Dental and Oral Hospital in the future? 
6 Are you happy with the system as it is now? 
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• This study tool's questionnaire seeks to collect data and identify issues that already exist. This is 
done in order for the researcher to get pertinent data, and the sort of questionnaire employed is 
closed-ended, allowing respondents to only respond to the items that are included in the provided 
questionnaire. The MEA and BAI domains of COBIT 5, which are the subject of this study, are 
used to structure the questionnaire. On the basis of the Process Assessment Model (PAM) in 
COBIT 5 [19], respondents respond to the questionnaire.  

• Observations were made by the researcher at Saraswati Dental and Oral Hospital with the goal 
of discovering and compiling diverse data. Direct observation of the hospital's use of the security 
system served as the method for gathering data. The rules that the researcher adhered to while 
conducting the observation method are listed in Table 2.  

Table.2 Observational Instructions 

No Success Indicators 
1 The Saraswati Dental and Oral Hospital's Organizational Structure 
2 The Saraswati Dental and Oral Hospital's objectives, vision, and mission 
3 Saraswati Dental and Oral Hospital's HMIS (Hospital Management Information System) 
4 Saraswati Dental and Oral Hospital's HMIS Management 
5 Saraswati Dental and Oral Hospital's HMIS Services 
 

• Preserving proof of the research carried out at Saraswati Dental and Oral Hospital, including 
images, documents, permissions, and the essential information 

2.3. Processing of Data 

It is simpler to convey the research findings because COBIT 5 uses both graphical and numerical 
formats to represent the assessment of capability levels. Following processes, such as analysis, 
prioritization, and suggestions for improvement, can be built on this data. The evaluation procedure 
additionally uses five indicators that were adopted from ISO/IEC 15504-2-2003. For the COBIT 5 
assessment, see Table 3 [22]. 

Table.3 COBIT 5 Assessment 

Rating Description Percentage Information 
N Not Achieved 0-15% There is little or no evidence of 

achievement of these process attributes. 
P Partially Achieved >15-50% There is reported evidence of the 

approach and some conversations 
attribute to the process. 

L Largely Achieved >50-85% There is proof of a methodical approach 
and major process accomplishment, 
while there may still be minor flaws. 

F Fully Achieved >85-100% There is proof of a methodical and 
thorough approach, total 

accomplishment of the process attribute, 
and absence of any process attribute 

related deficiencies. 
a. (Source: A Business Framework for the Governance and Management of Enterprise IT, ISACA 2012) [23] 

 

In order for a process to be categorized as reaching  the process capability level, it must be able to 
achieve an L Rating where 51-85% of eligibility is achieved. Meanwhile, in order for a process to 
continue to the next level, the process must be able to achieve an F Rating where 86-100% of the 
requirements are achieved. This is because the assessment begins by looking at whether the process 
has been executed and is at scale [24], [25]. In accordance with Table 4 mapping attributes to 
capability levels [14]. 
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Table.4 Attribute Mapping to Capability Levels 

Capability Level Capability Dimension 
Incomplete Proses Level 0 This level has evidence if the process of achieving each target is less than optimal 

or fails. 
Performed Proses Level 1 At this level, there are processes that have been carried out in accordance with 

good procedures. 
Manage Proses Level 2 This level has been implemented with planning, monitoring and adjustment. 

Established Proses Level 3 This level of process that has been achieved Manage Process is well implemented 
and measured regularly to ensure that the processes that are run can produce 

consistent and measurable. 
Predictable Proses Level 4 This level of process defined at the Established Process level  can be operated in a 

controlled and consistent manner within established limits. 
Optimizing Proses Level 5 This level allows companies to continuously improve process performance and 

effectiveness by introducing the latest innovations and technologies in order to 
take advantage of new opportunities quickly and effectively. 

b. (Source: COBIT® 5 Supplementary Guide for the COBIT 5 Process Assessment Model (PAM), ISACA 2012) 

 

The calculation steps were carried out to obtain the results of the Hospital Management 
Information System (HMIS ) Analysis at Saraswati Dental and Oral Hospital [26]. 

The formula for the first stage of the process is to conduct a respondent assessment : 

∑ Top Respondents− ∑ Smallest Respondents 

∑ Number of Question 
   () 

The formula for the second stage of the process is to calculate the capability value : 

Index Value =
∑ Respondent Score

∑ Question Value 
   () 

The formula for the first stage of the process is to conduct a respondent assessment : 

GAP Value =  ∑ Indeks −  ∑ Target   () 

2.4. COBIT 5 

Control Objective for Information & Related Technology 5  (COBIT) is an Information 
Technology (IT) governance standard developed by the IT Governance Institute (ITGI), an 
organization formed by ISACA that conducts studies on IT governance models based in the United 
States [13], [17], [18]. One of the principles in COBIT 5 is the division between governance and 
management processes. The following domain division is shown in Fig. 2 below. 

 
Fig. 2. Domain of Governance and Management Process 
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2.5. Research Instruments 

To get the data needed in this study, the researchers made a questionnaire. The questions created 
in the questionnaire were developed from the COBIT 5 Framework. In this study,  the Capability 
Level questionnaire  with the following explanation [20]. 

• Questionnaire Capability Level 

The question objects on the Capability Level were developed from the description of the COBIT 
5 Framework maturity level model in the AEC domain and BAI domain processes. Each question 
given by  the activity contained in COBIT 5 is made into a question to find out the condition of 
the HMIS  to achieve the  desired to be with  YES or NO answer choices with a value of 1 (YES) 
and 0 (NO) using the Guttman Scale [12], [21]. 

• Purposive Sampling 

In the Purpose Sampling technique for the MEA domain process and the BAI domain is 
determined and adjusted using the RACI diagram found in the COBIT 5 Framework  [13], [22]. 
This stage will explain the process of making MEA domain and BAI domain questionnaires and 
calculating these questionnaires using the Guttman Scale calculation. 

3. Results and Discussion 

3.1. Results of IT Related Goals HMIS  Analysis at Saraswati Dental and Oral Hospital 

After knowing IT-related goals, the next step is to carry out business goals with IT goals by doing 
a mapping or mapping. The purpose of mapping or mapping aims to get processes on business goals 
with IT objectives using  the COBIT 5 Framework as Table 5 below. 

Table.5 IT Related Goals Results 

IT BSC Dimensions IT Related Goals 

Financial 

1 IT and business strategy alignment 
2 Using IT to compliance with external rules and regulations and support company 

compliance 
3 Administration’s dedication when deciding on IT-related matters 
4 Business IT-related risk management managed 
5 Benefits realized from IT-based investments and service portfolios 
6 IT cost, benefit, and risk transparency 

Costumer 7 IT service delivery in line with business needs 
8 Adequate use of applications, information and technological solutions. 

Internal 

9 IT Conformity. 
10 Information security, processing infrastructure, and applications. 
11 Optimization of IT assets, resources, and capabilities. 
12 Empowerment and support of business processes through the integration of 

applications and technology into business processes. 
13 Delivering programs that are beneficial, on schedule, within budget, and up to 

quality standards. 
14 Information that is trustworthy and helpful for making decisions is available. 
15 IT adherence to internal regulations. 

Learning and Growth 16 IT and business personnel who are competent and driven. 
17 Initiatives, knowledge, and skills for corporate innovation. 

c. (Source: A Business Framework for the Governance and Management of Enterprise IT, ISACA 2012) 

3.2. COBIT 5 Sub Domain Process Results selected 

The result of this stage is to determine the sub domain used for HMIS Analysis at Saraswati Dental 
and Oral Hospital by going through the cascading stage process to obtain the appropriate sub domain. 
Here are the results from Table 6, namely the COBIT 5 subdomain. 
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Table.6 COBIT 5 Sub Domains 

No IT Related Goals Sub Domain Process 
1 IT and business strategy alignment MEA01 

3 Using IT to compliance with external rules and regulations and support 
company compliance MEA02 

4 Administration’s dedication when deciding on IT related matters MEA01 
5 Business IT-related risk management managed BAI01, BAI02, BAI06 
6 Benefits realized from IT-based investments and service portfolios BAI01, BAI02, BAI06 
7 IT cost, benefit, and risk transparency BAI02 
8 Adequate use of applications, information and technological solutions BAI02 
9 IT Compliance BAI01 
10 Information security, processing infrastructure, and applications BAI02, BAI03  

13 
Delivery of programs that deliver benefits, are on time, within budget, 

and meet quality requirements and standards BAI01, MEA01 

15 IT adherence to internal regulations. MEA02 
16 IT and business personnel who are competent and driven. MEA01, MEA02 
17 Initiatives, knowledge, and skills for corporate innovation. MEA01, MEA02 

d. (Source: A Business Framework for the Governance and Management of Enterprise IT, ISACA 2012) 

3.3. Results of COBIT 5 Process HMIS  Analysis at Saraswati Dental and Oral Hospital 

In COBIT 5 this stage, the results are mapped through a cascading process  to obtain domain results 
that are in accordance with the HMIS  safety analysis at Saraswati Dental and Oral Hospital. Relevant 
and appropriate processes are those with clear IT objectives with the COBIT 5 process. Researchers 
use the MEA (Monitoring, Evaluate, and Asess¬) and BAI (Build Acquire and Implement) domains 
as a reference to evaluate HMIS  that have been made. Here are the results of the IT objectives process 
in Table 7. 

Table.7 IT Process Objectives 

No Domain COBIT 5 Information 
BAI (Build, Acquire, Implement) 

1 Manage Programmers and Project (BAI01) Manage all programmes and projects of the investment portfolio 
in line with the company's strategy. Initiating, planning, 

controlling and executing programmes and projects. 
2 Manage Solutions Identification and Build 

(BAI03) 
Establish and maintain solutions that have been identified 

according to hospital needs, including design, development, and 
procurement/resources. 

3 Manage Changes (BAI06) Manage all changes in a controlled manner, including standard 
changes and emergency maintenance related to business 

processes, applications, and infrastructure. This includes change 
standards and procedures, impact assessment, emergency change 
prioritization and authorization, tracking, reporting, closure and 

documentation. 
MEA (Monitor, Evaluate, Assess) 

4 Monitor, Evaluate, and Assess Performance 
and Conformance (MEA01) 

Collect, validate, and evaluate business, IT, and related process 
objectives. Monitor whether processes are achieving agreed 

performance and conformity objectives, and provide systematic 
and timely reporting. 

5 Monitor, Evaluate and Assess the System of 
Internal Control (MEA02) 

Continuously monitor and evaluate the control environment, 
including self-assessment and independent assurance reviews. 

Enable management to identify control deficiencies and 
inefficiencies and initiate corrective actions. 

e. (Source: A Business Framework for the Governance and Management of Enterprise IT, ISACA 2012) 
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3.4. Data Collection 

The researcher used questionnaires to collect respondent data, with questions structured based on 
the MEA and BAI domains for evaluating the HMIS in a mapping phase. Respondents who filled out 
the questionnaire included all employees who manage and operate the HMIS at Saraswati Dental and 
Oral Hospital. Sample selection was done using the Purposive Sampling technique to obtain 
respondent samples determined by the researcher using the RACI diagram found in the COBIT 5 
Framework [27]. 

3.5. Calculating Capability Level 

As shown in the table below, the data analysis performed on the questionnaire will be processed 
along with the calculation outcomes of the MEA01, MEA02, BAI01, BAI03, and BAI06 processes.  
Calculating shoa as Table 8 – Table 12. 

Table.8 The output from the MEA01 process calculation 

Process 
Activities 

Criteria 
Yes/No 

Activity Description 
Capability 

Level 

MEA01. 1 Yes Can you get timely performance reporting from the 
HMIS? 4 

MEA02. 2 Yes The Saraswati Dental and Oral Hospital IT team 
continuously monitors the HMIS? 4 

MEA03. 3 Yes Has the IT staff periodically reviewed the HMIS to 
make sure no crucial components are missing? 4 

MEA04. 4 Yes Have the Saraswati Dental and Oral Hospital's 
stakeholders approved the HMIS's goals? 4 

Average   4 

Table.9 The output from the MEA02 process calculation 

Process 
Activities 

Criteria 
Yes/No 

Activity Description 
Capability 

Level 

MEA02. 1 Yes The internal control team monitors and assesses the 
HMIS, right? 4 

MEA02. 2 Yes Has the HMIS been assessed in the event that any 
necessary characteristics are not present? 4 

MEA02. 3 Yes Has the HMIS ever experienced a security 
compromise that allowed data to leak? 4 

MEA02. 4 Yes Do the employees of Saraswati Dental and Oral 
Hospital often inspect the HMIS? 4 

Average   4 

Table.10 The output from the BAI01 process calculation 

Process 
Activities 

Criteria 
Yes/No 

Activity Description 
Capability 

Level 

BAI01. 1 Yes Are the HMIS's features compatible with Saraswati 
Dental and Oral Hospital's requirements? 5 

BAI01. 2 Yes Is the HMIS deemed appropriate and in line with 
Saraswati Dental and Oral Hospital's objectives? 5 

BAI01. 3 Yes 
Does the HMIS have the ability to help Saraswati 

Dental and Oral Hospital achieve the desired 
results? 

5 

BAI01. 4 Yes Do you have enough resources to run the HMIS 
safely? 5 

Average   5 



100 Bulletin of Social Informatics Theory and Application   ISSN 2614-0047 

 Vol. 7, No. 2, December 2023, pp. 92-103 

 Pramita et.al (Analysis of Hospital management information systems using cobit 5 framework case study…)  

Table.11 The output from the BAI03 process calculation 

Process 
Activities 

Criteria 
Yes/No Activity Description Capability 

Level 

BAI03. 1 Yes Does the HMIS's user interface design suit Saraswati Dental and Oral Hospital's needs? Can 
it completely eliminate all hazards of operational delays? 5 

BAI03. 2 Yes Is the HMIS outfitted with adequate controls, strong security, and compliance with 
corporate standarts? 5 

BAI03. 3 Yes Has the HMIS undergone successful testing and is its quality acceptable? 5 
BAI03. 4 Yes Is the HMIS interface easy to use, and are the features' functions clear to understand? 5 
BAI03. 5 Yes Does the HMIS's data security meet the criteria of Saraswati Dental and Oral Hospital? 5 
Average   5 

Table.12 The output from the BAI06 process calculation 

Process 
Activities 

Criteria 
Yes/No Activity Description Capability 

Level 

BAI06. 1 Yes Do the effects of modifications to the HMIS, especially those to its features, 
correspond to the desired results? 5 

BAI06. 2 Yes Is the HMIS's data security system regarded as effective? 5 
BAI06. 3 Yes Did the HMIS's development make use of cutting-edge technology? 5 

BAI06. 4 Yes Has there been any component procurement that takes into account the HMIS's 
ability to expand its capacity, reduce costs, and improve security? 5 

BAI06. 5 Ya Is there a security tracking and reporting system for all change requests in the 
most recent HMIS? 5 

Average   5 
 

3.6. Gap Analysis 

The competence level or percentage level of the HMIS procedures at Saraswati Dental and Oral 
Hospital is determined by the researcher using figures and values from level 0 to level 5. The existing 
condition (As Is) and the anticipated target state (To Be) are compared using gap analysis calculations 
to see if they match up with expectations. The analysis of the HMIS at Saraswati Dental and Oral 
Hospital produced the results listed below, which are depicted in Table 13 [20], [28] and COBIT 5 
capability level graph results show as Fig. 3. 

Table.13 COBIT 5 Capability Levels using GAP Analysis 

No Sub Domain COBIT 5 
Capability Level 

GAP 
As Is To Be 

1 MEA01 4 5 1 
2 MEA02 4 5 1 
3 BAI01 5 5 0 
4 BAI03 5 5 0 
5 BAI06 5 5 0 
 

 
Fig. 3. COBIT 5 Capability Level Graph Results 
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3.7. Improvement Recommendations 

The results of the HMIS analysis at Saraswati Dental and Oral Hospital are used as 
recommendations for other Dental and Oral Hospitals to be used properly. The results of research 
conducted by researchers on BAI01 obtained a value with a capability level of 5 which in this Manage 
Programmers and Project and is at the Optimizing stage. At this level, Saraswati Dental and Oral 
Hospital can already use the latest features on HMIS  to make it easier for users to use the HMIS. The 
results of research conducted by researchers on BAI03 obtained a value with a capability level of level 
5 which in this Manage Solutions Identification and Build is at the Optimization stage. At this level, 
Saraswati Dental and Oral Hospital has managed solutions for the creation of HMIS  by identifying 
the latest features.The results of research conducted by researchers on BAI06 obtained a value with a 
capability level of level 5 which in this Manage Changes and is at the Optimization stage. This level 
Saraswati Dental and Oral Hospital has replaced features that previously did not work, and has 
adjusted the latest and easy-to-understand appearance. The results of research conducted by 
researchers on MEA01 obtained a value with a capability level of level 4 which in this case is Monitor, 
Evaluate, and Assess Performance and Conformance and is at the Predictable stage. At this level, 
Saraswati Dental and Oral Hospital has validated and tested each document that complies with the 
SOP standards of Saraswati Dental and Oral Hospital. The results of research conducted by 
researchers on MEA02 obtained a value with a capability level of level 4 which in this case is Monitor, 
Evaluate, and Assess The System of Internal Control and is at the Predictable stage. At this level, 
Saraswati Dental and Oral Hospital monitors HMIS and evaluates whether HMIS is running well or 
not. However, there is still something missing in the fact that each user complaint has not been handled 
or processed quickly for improvement to minimize the risk of duplicate data. 

Researchers provide recommendations for improvements to the MEA01 subdomain and MEA02 
subdomain because they are still at level 4 which should be targeted at level 5. Here are the 
improvement recommendations: 

• MEA01 subdomain improvement recommendations 

- It is necessary to supervise HMIS so that it runs well 

• MEA02 subdomain improvement recommendations 

- The repair process is still not fast when there is an error in the HMIS 

4. Conclusion 

In this study, researchers have to determined the value of the level of HMIS Analysis capability at 
Saraswati Dental and Oral Hospital using the COBIT 5 Framework. The Dental and Oral Hospital can 
align IT Goal Governance with goals and strategies to achieve better HMIS and can benefit users.  

The results of the study through questionnaire assessment showed that the current level of 
capability (As Is) with the BAI domain (Build, Acquire, Implement) in the BAI01 subdomain was at 
level 5 capability, the BAI03 subdomain was at level 5 capability, the BAI06 subdomain was at level 
5 capability showed, that it can continuously improve process performance and effectiveness by 
introducing innovations and features latest in HMIS at Saraswati Dental and Oral Hospital. In the 
MEA domain (Monitor, Evaluate, Assess) the MEA01 subdomain is at level 4 capability level, and 
the MEA02 subdomain is at level 4 capability level shows, that it has been running by the HMIS SOP 
standards at Saraswati Dental and Oral Hospital by evaluating HMIS, monitoring supervision of 
HMIS, but in improvement there is still no quick action in its completion. 

The implementation of HMIS at Saraswati Dental and Oral Hospital has been carried out quite 
well but still needs to be improved in the MEA01 subdomain, and the MEA02 subdomain with level 
4 results to achieve the desired Capability Level target. The results of the gap analysis that have been 
obtained should be used as a reference and preparation of improvement recommendations in HMIS at 
Saraswati Dental and Oral Hospital, especially in the MEA01 subdomain, and MEA02 subdomain. 
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